
David is an experienced Chief Information Security Officer, change
leader, and analyst with high competence in handling cybersecurity
and regulatory matters. With a background in various industries,
including banking and insurance, he is accustomed to navigating fast-
paced environments. David's work is characterized by analytical skill,
quality, and clarity in delivery. He is also experienced in artificial
intelligence in security contexts. In addition to his leadership in security,
he works on management system analyses, conducts training, and
leads incident and crisis management. David also has strategic
experience in implementing management systems and support
systems to maintain compliance.

Profile

David
Arveklint Borin
Chief Information
Security Officer

Work Experience

Oct 2018 - present                        
BlueTeam Compliance, 
CISO/ Senior advisor/ Partner

2017 - 2018
Sentor MSS AB, 
Consultant/ Business developer

2015 - 2017      
IPsoft Coorporate, 
CISO/ EMEA

2010 - 2015
Sentor MSS AB, 
Senior security advisor/ Consulting Manager

2009        
Swedish match
CISO

2007 - 2009       
Sote AB, 
Security consultant/ Solution Architect 

2006 - 2007         
SkandiaBanken
CISO

2004 - 2006         
Skandia, 
CISO Nordics

2002 - 2004
Skandia Link
CISO

1999 - 2002
Sigma Corporate Communications/Sigma Advance
Information Security Consultant

1996 - 1999
VM-Data Teknikkonsult/VM-Data Advance
Technical Security Consultant

1995
Förenade Liv
Server and Network Technician

Relevant courses

Skill
Swedish/English

Project managment

Solution architecture

Risk management

IT-Security

Compliance

ISO Implementaion

Education

+46 (0) 70 577 22 09

Stockholm

David.Borin@compliance.se

Contact

Luleå University of Technology.
Fil. Kand Systemvetenskap

CCSS, Teacher/Course Responsible - Certified
Cybersecurity Specialist 
PCI-DSS QSA, PCI– Qualified Security Assessor
ISSAP/CISSP, ISC2 - CISSP - Security Architect
ISSMP/CISSP, ISC2 - CISSP - Security Manager 
ISMP ISO 27000, SIS- Information Security
Specialist 
ITIL v3 Foundations, ITIL- IT Processes 
CISM ISACA - Certified Information Security
Manager
CISSP, ISC2– Certified Information Systems
Security Professional

Standards and Compliances
ISO 27001:2017 – Well-versed in the ISO27k
family and its structure for management
systems
NIST Cyber Security Framework 
EBA's regulatory collections (GL on ICT and
Security Risk Management, GL on
Outsourcing Arrangements, GL on SREP) 
GDPR – regulations for personal data 
PCI DSS v3.2.1 – Regulations on card
payments
ISO 31000:2017 – Risk analysis 
ISO 22301:2019 - Continuity management 
FSPOS - Guidance for continuity
management
ITIL v3/v4 – standard for operations &
infrastructure

Information Security


